Protokoly a sietové modely
1. Protokoly
Uspesna komunikdcia sa musi riadit istymi pravidlami.
V sietach tieto pravidla nazyvame protokoly
Protokol je popis, ktory stanovuje:
Formadt prendsanych sprav
Vyznam prenadsanych sprav
Spbésob prenosu tychto sprav
Spbésob spracovania prenadsanych sprav
Protokol sluizi na zabezpecenie istej konkrétnej sluzby
Hladanie ciest do inych sieti
Signalizéacia o chybach
Zostavenie a ukoncCenie spojenia
Véetky sluzZzby internetu(e-mail, webstranky, suUbory ai.

Procesy a Cinnosti, ktoré v sietach prebiehajt, st velmi
rozmanité, no je ich moZné upratat podla ich povahy.

Toto upratanie procesov na vySSie a nizSie vedie na vytvorenie
istych hierarchickych skupin, ktoré nazyvame vrstvy.



2.Sietové modely

Vrstvové modely sU v problematike komunikac¢nych sieti velmi
obItbenymi pomdckami. Modelovanie a navrh sieti podla
vrstvovych modelov mad podstatné vyhody:

Zjednodusuje pohlad na siet a pochopenie jednotlivych
dejov v nej

Ulahcéuje navrh protokolov - protokoly sa totiz wvytvaraija

pre ¢innost na konkrétnej vrstve, a teda maja jasne
vymedzené kompetencie

Umozniuje modularny pristup - zmena v jednej vrstve sa
nedotyka inych vrstiev, kym zostant dodrzané rozhrania
medzi nimi

2.1 Referenény model OSI (Opensysteminterconection)

Bol vytvoreny organizaciou
ISO(nternationalStandardsOrganization).

Mal byt oficidlnym rieSenim

ktoré presadzovali ,organy $tatu“ a chceli ho nasadit do
praxe

chcel byt maximalisticky, vediet vsSetko, ale nakoniec sa v
praxi nedal pouzit

Dnes je RM ISO/OSI pre prax odpisany, prehral v suboji s
TCP/IP

dostupné sietové technolégie st zaloZené predovSetkym na
TCP/IP

Vrstvy OSI modelu:
Aplikacna
Prezentacna
Relac¢na
Transportna
Sietova
Spojova

Fyzicka



2.2 Protokolovy model TCP/IP

Pojmom protokolovy model sa oznacuje model konkrétnej sady
protokolov.

NajpouzZivanejsim protokolovym modelom je TCP/IP:
historicky TCP/IP vzniklo skér neZz ISO OSI

Predpokladalo sa, zZe TCP/IP je docasné riesenie a ked ISO
dokonc¢i svoj OSI model a suvisiace protokoly, TCP/IP
zanikne.

TCP/IP model pozostava zo 4 vrstiev:

Aplikacéna vrstva: poskytuje nadstroje na tvorbu sietovych
aplikacii a sluzieb. Riadi dialdgy medzi komunikujtcimi
procesmi.

Transportna vrstva: prendsa data rozdelené na segmenty vratane
adresovania vhodnému procesu na cielovom poc¢itaci, riesi
otdzky spolahlivosti, spojovanosti a riadenia toku dat.

Internetova vrstva: prendsSa pakety medzi koncovymi uzlami,
urc¢uje vhodnlU cestu pre paket idaci sietou

Vrstva pristupu k sieti: zabezpecuje funkcie spojené s

prenosom ramcov k susednym staniciam po danom médiu,
kontroluje hardvérové zariadenia a prenosové médium.

Vztah ISO a TCP/IP

Hoci OSI a TCP/IP nie je mozné priamo porovnat, predsa je
medzi nimi mozZné znazornit aspon klucové vlastnosti:



OS5l Model TCP/IP Model
7. Application
6. Presentation Application
5. Session
4. Transport Transport
3. Network Internet
2. Data Link
Network
Access

1. Physical




3.Enkapsulacia a dekapsulacia

3.1 Zakladné pojmy

Riadiaca hlavicéka: Podobne ako pri posielani listu poStou, sa
samotny list nezaobide bez adries a riadiacich informécii. Na
kazdej vrstve TCP/IP modelu sa pridavaju riadiace informacie.
Volame ich hlavicky.

Enkapsulacia: Proces pridavania riadiacich hlaviciek na
jednotlivych vrstvéach. (Zabalovanie listu do obalky).
Enkapsulédciu vykonédva odosielatel.

Dekapsulacia: Spatny proces analyzovania a odstranovania
hlavic¢iek na jednotlivych vrstvach. (Rozbalovanie obéalky) .

Dekapsuléaciu vykonava prijemca.

Ciastodnt enkapsulaciu a dekapsulaciu mézZu vykonavat vsetky
medzilahlé zariadenia. (Smerovaé a prepinacd).

3.2 Segmentacia a multiplexovanie

V tzv. paketovych sietach, ktorymi sa budeme zaoberat, sa
prenasané data prenasaju po usekoch.

Tieto Useky sa vSeobecne nazyvaju datagramy a podla ich typu
ich neskd6r budeme delitf na ramce, pakety a segmenty.

Rozdelenie dat do datagramov nazyvame segmentacia.



Tento princip mé& isté vyhody:
Datagramy su dorucované nezavisle na sebe.
Na prenosovom médiu sa mbéZu rychlo striedat mnohi

odosielatelia a vyuzZivat ho spolocCne - tzv.
multiplexovanie.

Ak sa datagram poskodi, staci zopakovat jeho odoslanie,
netreba opakovat odoslanie celej spravy.

Nevyhody:

Kazdy datagram musi niest samostatnd informadciu o tom, kto ho
odoslal, komu je adresovany a ako mad byt pouzity. Tuto
informadciu treba pre kazdy datagram vytvorit, spolu s nim

preniest a pouzit ju.

Princip multiplexovania:

?ﬁ”‘?fl

Na jednom médiu sa rychlo striedajd mnohy pouzivatelia. Raz sa
vysiela datagram z PCl a raz datagram z PC2.



Priklad prace TCP/IP modelu:

Aplikacna
vrstva

Transportna
vrstva

Sietova
vrstva

Pristup do
siete

Pouzi

Sprava(Chcem | protokol na

byt sietar)

Segment

posielanie e-
mailov!

Protokol(SMTP)

Sleduj
datagramy
nizsich
vrstiev!

Rozdel
spravu na
mensie
Casti -
segmenty

+ Pridaj svoju
IP adresu aj IPva Vytvor
odosielatela adresu paket!
+ prijimatela.
IP prijimatela
Paket Pridaj
+ fyzicku Vyber si
MAC adresu uzla akym
aktualneho na ktorom médiom
uzla sa Ethernet posles
+ nachadzas spravu
MAC a uzlana a vytvor
susedného ktory ramec
uzla smerujes




Kompletny jeden ramec by vyzeral asi takto:

Adresné polia

Segment IP IP MAC MAC
odosielatela | prijimatela | aktudlneho |najblizsieho
uzla uzla
Chcem 10.10.10.10 20.20.20.20 Jaa.aa.aa bb.bb.bb
V redlnom sietovom prenose je adresnych poli ovela viac!

Budeme sa s nimi zoznamovat pocas studia seti.




