Sietova (Internetova) vrstva a smerovanie
v sieti

Zamyslime sa

Cudzinec (Spaniel) ide na den otvorenych dveri na FRI, pride
vlakom a Startuje peSo zo ZSR, nem& GPS, ani mapu:

Domorodci, ktorych oslovi, ho smeruju spdsobom:

Odpovedzte:

- zmenilo by sa niec¢o tym, keby mu niekto povedal na
zaCiatku cell trasu?

- ¢o by sa stalo, keby na nejakej krizZovatke ten, ktorého
Zziada o dalsie nasmerovanie, nevedel kde je FRI?

- Co by sa stalo, keby ho na nejakej kriZovatke niekto
nasmeroval zle?

- Je pri tomto spdsobe cestovania dbélezité pri pytani sa na
kriZzovatkdch uviest danému domorodcovi, Ze odkial
vyStartoval? (Ze zadal na ZSR?) Preco?

- naspat sa rovnako pyta okoloidtcich na cestu. Ma
zaruc¢ené, e pdjde po tej istej trase z FRI na ZSR, ako
i%iel radno zo ZSR na FRI? Prec&o?

Zilina, Zel. st.

\\ G 21 min.
| | vintervale 15 min
e

pod héjom Fakulta riadenial
a informatiky



Ulohy sietovej vrstvy

Sietova vrstva je zodpovednd za dorucovanie dat medzi komunikujucimi
zariadeniami, ktoré sa nachddzaju v rozdielnych sietach.

Ulohy, ktoré sietova vrstva riesi:

- Logické adresovanie sieti a stanic v nich

- Hladanie cesty do kazdej existujlcej cielove] siete

- Enkapsulécia (segmentu prilepi IP hlavicku)

- Dorucovanie dat vo forme paketov po najlepSich cestéch
cielovému uzlu (smerovanie)

- De-enkapsuléacia(spracuje sa info z IP hlavicky)

Transportnad vrstva (L4) odosielajlce]j stanice segmentuje data
aplikac¢nej vrstvy (L7-5) a pridéava kazdému segmentu hlavicku,
aby prijimajuca stanica vedela znovu poskladat segmenty do
spravneho poradia a predat aplikac¢nej vrstve kompletné
prenesené data.

Application data
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Application Layer
Header (FTP, SMTP, SNMP ...}

' f

Transport Layer
Header Header {TC‘;?UDF’];
Internet Layer
Header Header Header {IF, ICMP, IGyMP}
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Link Layer
Header Header Header Header | (Ethernet, X.25, ARP, OSPF, NDP ...}

Sietova vrstva (L3) odosielajlce] stanice si prevezme segment
pripraveny vys$sSou vrstvou - transportnou (L4) a zapuzdri ho =
pridéd k nemu IP hlavicku (v tej musi ddékladne vyplnit potrebné
polia, aby takyto paket mohol byt neskdr preneseny cez celd IP
siet az k prijemcovi), ¢im vznikne IP paket, ktory dalej preda
protokolu linkovej vrstvy na spracovanie.




Protokol 1IP

Bol navrhnuty tak, aby poskytoval iba funkcie potrebné pre
dorucenie paketov zo zdroja do ciela, s ¢o najmendimi
rezijnymi informéciami
Preto bol navrhnuty ako protokol:

- Nespojovany (Conection-less)

- Nespolahlivy (Best-effort)

- Nezavisly od linkovej technoldbégie (Media independent)
Nespojovany (Conection-1less)
Odosielatel nevie:

- Ci prijemca je pritomny

- Ci sa paket naozaj doruci

- Ci prijemca bude vediet pre&itat (rozbalit) paket
Prijemca nevie:

- Kedy mu paket pride
Nespolahlivy (Best-effort)

Negarantuje dorucenie paketov!

Ako si teda stiahnem film , ked ani neviem ¢i ku mne dorazi?

Odpovedzme na otazky:

- Kto ale potom zabezpeci spolahlivost prenaSanych paketov,
ak je to potrebné pre danu aplikaciu?
- Je to nevyhoda?

Nezavisly od linkovej technolégie (Media independent)

- velkou vyhodou IP je jeho nezéavislost od linkovej
technoldégie a média

- Vdaka tomu mbéze IP sprostredkovat komunikdciu medzi
koncovymi uzlami, ktoré st k sieti pripojené rdznymi
technolégiami

- Takisto medzilahlé zariadenia byvaju vzajomne spojené
rozmanitymi technoldégiami a médiami



Nezadvislost IP od tychto technickych detailov je zédkladom
uspechu internetu




IPv4 verzus IPv6
Predikcia o poclte potrebnych IP adries do r. 2020:

Cisco predikuje: 50 bilidnov
Intel predikuje: 200 bilidnov

IPv4 (32 bitové pole)

4 biliébny IPv4 adries 4,000,000,000
Adresny priestor sa vycerpal

Narastanie smerovacej tabulky

Zadchranou bolo 'NAT! (Pokracovanie nabudlce)

IPv 6 (128 bitové pole)

340 undecilidbénov - 340,000,000,000,000,000,000,0
0o0,000,000,000,000,000

Adresny priestor s velkou rezervou

Zjednodusend Struktiara hlavicky

Nepotrebuje NAT



Smerovanie

Poc¢itaC mbze poslat pakety:
-  Sebe samému
- Lokalnemu poc¢itacu

- Vzdialenému pocitacu

Deafault gateway(defaultnid bréana)

Smeruje pakety do vzdialenych sieti. M& aspon jedno rozhranie
v rovnake]j sieti ako koncové zariadenia v danej LAN.

4 \ K

Internet Protocol Version 4 (TCP/IPv4) — vlastnosti ﬂ

VEeobené | Alternativna konfigurdda

Default gateway U ——

mozZete toto nastavenie ziskat'automaticey. Ak nie, mali by ste o
spravne nastavenie poZiadat spraveu siete.

192.168.100.4 192.168.100.1 . (@) Ziskat' adresu IP automaticky

S () Pousit tito adresu IP:

( Ziskat' adresu servera DNS automaticky

(@) Poufit' tieto adresy serverov DNS:

Preferovany server DNS:

. Alternativny server DNS:
) Dual Band
o-E7-¢ )7

| Pri skonfeni overit nastavenis Spresnit’...

z oK Zrudit
April 1, 26

o Deeal A

Vers:

NetBIOS over Tcpip.



Smerovg:cia tabutka
koncoveho zariadenia

netstat -r alebo route print

Obsahuje:

= Interface List - ¢isla rozhrani
a MAC adresy (pre Ethernet,
Wi-Fi, aj Bluetooth, ..) [Pul Route Table

= |Pv4 Route Table

» Default route (gateway
of last resort = cesta
posledne] moznoti)

» Loopback adresy (test
funkénosti TCP/IP)

» LAN siet' v ktorej je zapojeny
dany PC

» Multicast [Pub Route Table

*= |Pv6 Route TV
» Default route
» Global unicast

» Link-local

» Multicast



Troubleshooting - identifikacia chyby

Kroky ako identifikovat kde je problém, ked poc¢itad strati
konektivitu ku nejakému vzdialenému hostovi:

l.ping 127.0.0.1 - testujem konfigurdciu a funk&nost TCP/IP
2.ping MOJA IP - IP mbéjho poc¢itaca zistim prikazom ipconfig

3.ping BRANA - ping na default gateway (mdj najbli%&i smerovad
a jeho rozhranie vedlce do mojej LAN) - IP zistim cez ipconfig

4.ping WAN rozhranie smerovaca
- ping default gateway, ale jeho vonkajsia IP, vedlca do WAN
- nejakd IP v internete iné

6.tracert problemova IP - odsleduj na ktorom hope (smerovaci)
sa komunikacia zastavi



